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Ascend Teams Embedded Integration: Publishing the
Teams Embedded App (Admin)

The Ascend Teams Embedded Integration consists of two components:
1. Ascend Teams Embedded App that is used inside Microsoft Teams.

2. Ascend Teams Desktop Plugin that is installed on each user’s PC and manages an
active call.

This guide describes how to install and publish the Ascend Teams Embedded App so that
users in your organization can add it to the navigation bar in Microsoft Teams.

e Downloading
e Publishing
o Uploading the App to Teams
o Make the Embedded App Available to Users

e Replacing the Calls Tab

Downloading

The Ascend Teams Embedded App is distributed as a .zip file that needs to be downloaded
before being uploaded and published in the Microsoft Teams Administration Center.

The .zip file can be downloaded from the General or Apps & Integrations tabs in HostPilot,
or from here.

Publishing

The Ascend Teams Embedded App needs to be published by a Microsoft Teams
Administrator using the Teams Admin Center to make it available to all or some of the users

within your organization.
Uploading the App to Teams
1. Openthe Teams Admin Center

2. Navigate to Teams app > Manage apps

Connect with . Connect with


https://admin.elevate.services/voice/pbx/TeamsWidgetReleases/Ascend/Latest-Mac/ascend-teams-embedded-app.zip
https://admin.teams.microsoft.com/
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3. Clickon Actions and select Upload new app

Manage apps

4. Atthe prompt upload the previously downloaded .zip file

Upload a custom app

5. The Ascend Teams Embedded App will now be visible in the list of Teams Apps.
6. Follow the link on the pop-up window to open the app management page.

X

New app added

Now that you've added this app to your apps list, selectjthis linkto manage it

Connect with . Connect with
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Make the Embedded App Available to Users

When uploaded, the Ascend Teams Embedded app will be available to everyone in your
organization by default. If this is correct no further action is needed.

If required, availability can be restricted to specific users or groups of users. Microsoft
Teams admin center can use either permission policy management Ul or newer app
centric management Ul.

Permission Policy Management Ul

On permission policy management Ul, the Manage app screen doesn't offer editing
availability:

Microsoft Teams admin center L Search
= Manage apps \ Teams Embedded app
{n Dashboard -
ctions
I Teams Embedded app
B Teams 4
Supported on
£ Users v &
New version
B Teams devices ~ Status (7 T Upload file
() Allowed
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1.0.1
| Manage apps
By using this app, you and your users agree to the Privacy p and Terms of
Permission policies
Setup policies
m Permissions Plans and pricing Security and compliance
Customize store
App details ~
&,  Voice
Analytics & reports ~ Short name Categories Supported on
Teams Embedded app -- & o
Q0 Notifications & alerts R
F‘
Certification & Short description Scope
* Showall - Global, advanced cloud-based Personal

calling and SMS messaging features

Instead, you will need to create a new policy that will either allow or block this app,
depending on your requirements. Then apply this policy to users who should either see or
not see this app.

1. Navigate to Teams apps > Permission policies on the left navigation pane.

2. Create a new policy.

Connect with . Connect with


https://support.intermedia.com/app/articles/detail/a_id/29229/#permission-policy
https://support.intermedia.com/app/articles/detail/a_id/29229/#app-centric
https://support.intermedia.com/app/articles/detail/a_id/29229/#app-centric
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3. Underthe Custom apps section select whether you want to allow or block specific
apps and search for Ascend Teams Embedded app.

Add custom apps

Search for apps you want to add or to see a list
of apps go to Manage apps.

X

Teams Embedded app

To add apps, search by their
name above.

l Allow l Cancel

4. Save the policy.

5. Navigate to Users > Manage users on the left navigation pane.

6. Select users that should be included into the new policy.

7. Click Edit settings and select the new policy under App permission policy.

8. Click Apply.

Connect with Aureon. Connect with Solutions.
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App Centric Management Ul
1. Navigate to Teams app > Manage apps on the left navigation pane.

2. Locate the Ascend Teams Embedded app in the list of apps.

Microsoft Teams admin center £ Search

@ Dabosrd Manage apps

Actions
% Teams v Control which apps are avalable to install for people in your ceganization by allowing and blocking apps. You can alto upload,
approve, aed publish custom apes made specifically for your Organization to the app store. Aftar managing apes on this page.

& Usen v wie B app setup POlicy 10 pre-indtall apps Sor your users. Lo mooe
&5 Teams devces v
m .W
B Teams spps o
| Manage apps ® 0 0
Sobemitied comtom agps  Upcated cusom apps
Permission policies
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Cuntomize store
Browse by  Lwvything
B Meetings v
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1 .
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%) Locatons v Tearrs Embedded app
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3. Click on the app to view the details
4. Selectthe Users and groups tab

5. Click on Edit availability

Edit availability

Teams Embedded app

Manage wha can intall thin spp

Ayl |

8 Everyone

B Ever
-

O Specfic users oF GrouRs

@ ho ona

Mooty ¢an sl o L thit Bpp

Connect with Aureon. Connect with Solutions.
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Important: depending on the size of your organization it can take hours for Microsoft to
propagate the availability of new apps to all users. Allow 24 hours before contacting
support if the Ascend Teams Embedded App is not visible.

Replacing the Calls Tab

Using a Microsoft Teams App Setup Policy, an Administrator can hide the default Teams
Calls tab and replace it with the Ascend Teams Embedded App. This is equivalent to a user
manually adding and pinning the Ascend Teams Embedded App for themselves.

1. Inthe Microsoft Teams admin center navigate to Teams apps > Setup Policies.
2. Edit an existing policy or create a new one.
3. Go to the Pinned Apps section of the policy and select Add apps.

4. Searchfor Ascend Teams Embedded App.

Add pinned apps

Search 10r 2pps you want 1o add o¢ 1o see a bist
of apps go to Manage app

tearms

=P Teams Imbedded app

Add Cancel

5. Hover over the listing for Ascend Teams Embedded App and click the select option,
to add Ascend Teams Embedded App to the list of Apps to add

6. Click the Add button

Connect with Aureon. Connect with Solutions.



//AUREON

7. Selectthe Ascend Teams Embedded App and use the Move up option to move it, so
itis directly underneath the default Teams Calling app

Sk m

it Dashboard Pinned apps . . .
Pinned apps aoe instalied for people assigreed 10 this policy Select apps to pin 10 the app bae mediiging extendions, and meeting sxiensiond; then rearrangs them in the ceder
you want them %o appear. Learn more
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Erhanced encrypt

8. Select the default Teams Calling app and remove it.

9. Click Save and Confirm the changes.

Changes will take time to take effect

Chargis 1o Global [Cvg-wide delaalt]) will Fuve 3 maadt acrass (e SIGanZaton ard

can't be roled back immediately.

Connect with Aureon. Connect with Solutions.
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Important: depending on the size of your organization it can take hours for Microsoft to
propagate the availability of new apps to all users. Allow 24 hours before contacting
support if the changes are notvisible.

Connect with . Connect with



